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PRIVACY STATEMENT 

 

Latest Update: December 2022  

At Isaac Instruments, Inc. (“ISAAC”), we want to make sure that you can use our website and 

mobile application, (“ISAAC Connect”), knowing all relevant information on how we process your 

personal data.  

For this reason, we have created this Privacy Statement which helps you understand your privacy 

rights and choices. If you still have questions on how we handle your personal data, you can 

reach out to us at any time at: 

Privacy Officer 

You can reach ISAAC’s Privacy Officer at: 

1300 Clairevue Boulevard West 
Saint-Bruno-de-Montarville, QC J3V 0B7, Canada 
privacy@isaacinstruments.com 
 

1. What is personal data and when is this Privacy Statement applicable?  

In this Privacy Statement, the term “personal data” means any information that, alone or in 

combination with other data, relates to a natural person and allows that person to be identified 

either directly or indirectly. Some of the information that we consider as personal data for the 

purpose of this Privacy Statement may not be protected under applicable laws of other 

jurisdictions, and you may not be entitled to the same rights regarding such personal data.  

Personal data also includes information collected about you using cookies and tracking 

technologies such as beacons and web pixels (together, the “cookies”). Cookies are small blocks 

of data which are installed on a browser or a device during a session, which remember 

preferences or information about you. See section 3 to learn more about cookies and tracking 

technologies used on our website, and how you can manage them. 

This Privacy Statement does not cover when and how our clients and your employer process your 

personal data. We might also provide links to other websites; in which case this Privacy Statement 

does not cover how those websites process your personal information. We encourage you to read 

the Privacy Statement on these other websites carefully. 

This Privacy Statement applies to your use of our digital services, more specifically: 

● Your download and use of ISAAC Connect  

● When you interact with your employer and other users through ISAAC Connect 

● Your use of, access to, and interaction with our website  

● Our digital marketing activities  

● Your response to our online job postings 

(Together, our “Services”) 
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2. What personal data do we collect about you and for what purposes? 

We collect your personal data to allow you to use our Services. We also collect personal data that 

you voluntarily provide to us when you register for the Services, express an interest in obtaining 

information about us or our products and Services, when you participate in activities on the 

Services, or otherwise when you contact us. 

We do not process sensitive personal data including data on your exact location, without your 

express consent. 

We won’t use your personal data for any purpose other than for which it was collected without 

your consent. 

You will find below an overview of the purposes for which we collect personal data, along with 

examples for each purpose.  

 

Purposes  Explanations 

To allow you to 

subscribe to our 

newsletter and receive 

information from us.  

If you decide to subscribe to our newsletter, we collect your email 

address. You can unsubscribe at any time using the link provided 

in our newsletter emails or by contacting us at 

privacy@isaacinstruments.com. 

To facilitate 

authentication and 

manage your account. 

To use and manage ISAAC Connect, we will collect the personal 

data required to use this account, such as your email address or 

other identifiers and your password. 

To provide you access 

to the information in 

ISAAC Connect and 

interact with you. 

To allow you to use the app and stay connected to your dispatch 

when you are not in the cabin, we display the personal data from 

ISAAC OnTheGo and ISAAC InRealTime portal. We also collect 

your personal data when you provide updates for your planned 

trips or otherwise communicate with dispatch. We also collect the 

content you may provide, time, and date of messages and 

documents exchanged in ISAAC Connect. 

To ensure the security 

of the ISAAC Services. 

When we make the ISAAC Services available to our customers, 

we may collect personal data to ensure the security of these 

ISAAC Services including fraud monitoring and prevention. The 

personal data that we collect for security purposes include access 

logs and authentication data, single sign-on and role-based 

access control configurations. 

mailto:privacy@isaaninstruments.com
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Purposes  Explanations 

To respond to your 

inquiries or offer 

support to authorized 

users. 

As part of the ISAAC Services, we provide technical support and 

customer success services to our clients and their authorized 

users, such as their employees. To do so, we collect personal 

data such as: 

● Identifiers of the user making the request, including name, 

company, phone number, email address. 

● Metadata, such as the time and date of the request, 

device and connection information (for example, your 

operating system, device identifiers, operating software, 

IP address and country). 

● Any data shared as part of the request, such as 

screenshots, bugs and issues. 

● Voice recordings associated with calls made to our 

technical support team and information about your call 

that you share when you call us. 

To manage the 

performance of our 

website and ISAAC 

Connect. 

We collect performance and analytics to ensure that our Services 

are adequately managed and perform as expected. The personal 

data used for analytics and performance are generated 

automatically by users’ browsers when they are accessing our 

websites, or otherwise generated by ISAAC Connect based on 

usage. It can include technical logs, IP addresses, browser types 

and configurations, operating systems, number of visitors, pages 

viewed, country and preferences. 

To request feedback. 

It is important for us to know your feedback regarding the use of 

our Services, so we can offer a better experience for you. We may 

process your personal data when you respond to our surveys or 

feedback requests. 

To send administrative 

information to you. 

We want to keep you informed about our product and Services, 

changes to our Terms and Policies and other similar information. 

For this purpose, we may process your personal data to send you 

details about such information. 
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3. Do we use cookies and for what purpose? 

When you visit our website or use our Services, we install our own and third-party cookies on your 

device’s browser. We use both session cookies and persistent cookies. Session cookies are 

uninstalled automatically when your browsing session ends. Persistent cookies, on the other 

hand, may remain installed for up to 24 months or longer unless you uninstall them.  

Our use of cookies helps us maintain our websites’ function as intended, analyze performance 

and conduct marketing. Cookies also help us ensure that our websites are secure and to identify 

bugs and errors. We currently do not respond to “do not track signals.” 

You can find below a detailed overview of the type of cookies we use: 

Type of cookies  Description 

Essential  
Essential cookies allow operation of the core functions of our 

websites.  

Functional 

We use functional cookies to support additional functionalities 

that enhance your experience using our websites. These cookies 

are used, for example, to remember website preferences and 

configurations. 

Analytical  

Analytical cookies collect statistical data about how visitors 

interact with our websites. These cookies generate aggregated 

data such as number of visitors, traffic source, etc. 

Marketing  

We use marketing cookies to serve you customized 

advertisements and marketing materials. See section 6 on our 

digital advertising practices. 

 

4. What legal bases do we rely on to process your personal data? 

We may process your personal data if you have given us specific permission (i.e., express 
consent) to use your personal data for a specific purpose, or in situations where, under applicable 
law, your permission can be inferred (i.e., implied consent). If we process your personal data 
based on your consent, you have the right to withdraw this consent at any time by contacting us. 

5. With whom do we share your personal data, and why? 

While making our online Services available to you, or as part of our digital marketing, we may 
share your personal data with third-parties. Below are the categories of third-parties with whom 
we may share your personal data. We also provide you with some explanation as to why we may 
share your personal data with these third-parties.  
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● Your employer. As part of our commitment to our clients, we may share your personal 
data related to ISAAC Connect with them, upon their request. 

● Service providers. We use service providers to provide us with various information and 
communication technology services and allow you to use our Services. Service providers 
provide a variety of services, such as hosting (storing data and delivering the Services), 
analytics to assess the speed, accuracy and/or security of our Services, identity 
verification, recruiting employees, customer service, email and auditing. Prior to sharing 
your personal data with service providers, we make sure that we have appropriate 
contracts with them and that they have adequate measures in place to protect your 
personal data.  

● Marketing partners. When we conduct interest-based advertising, we use marketing 
cookies on our website that may be provided by third-parties. These third-parties provide 
us with aggregated data and collect behavioral information from our website in exchange.  

● Law enforcement. If we reasonably believe that we are required to share your personal 
data with law enforcement or the authorities under the law, then we will share such 
personal data, but only to the extent that we are required to do so. 

Also, if we sell our business, or part of our business, or if we conduct a commercial transaction or 
reorganize our group of companies, we may disclose your personal data for this purpose, but this 
Privacy Statement will continue to apply to these third-parties after the transaction. 

6. What are our digital advertising practices? 

We want to spread the word to more drivers and employers so they can enjoy the benefits that 

come with our Services. You might have already seen our ads on other websites! This is 

because we participate in ad networks. These networks offer tailored advertisements based on 

the information they collect when you visit websites that, like us, participate in an ad network. 

This means that they collect information when you visit our website or third-party websites that 

participate in an ad network. Ad networks allow us to target users and clients through 

demographic, interest-based, and contextual ways. They use automated means from time to 

time, track individuals’ online activities by using cookies, web server logs, and web beacons.  

We only participate in ad networks for our website and not in ISAAC Connect. 

7. How do we protect your personal data? 

We understand that you are trusting us with your personal data, and we work hard to protect it. 

ISAAC is certified ISO 27001, an internationally recognized information security standard. As 

such, we deploy robust data security measures and processes, including security-by-design of 

our applications, end-to-end encryption, role-based access controls and periodical reviews, due 

diligence and monitoring of our service providers and 24/7 incident response.  

8. Where do we store your personal data? 

Your personal data is hosted in our service provider’s data center located in Québec, Canada. 
We may also use service providers located in other regions for specific services. We enter into 
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agreements with our service providers so that they ensure a consistent level of protection and 
privacy for your Personal Data. 

9. How long do we retain your personal data? 

We retain your personal data for as long as required for the purpose for which it was collected, or 

longer if we are required by law to do so. The retention period for the personal data related to 

ISAAC Connect is subject to the agreements we have with our transport clients (your employer 

or client). 

10. How to exercise your personal data rights? 

If you would like to exercise a right over your personal data, you can reach out to us directly.  

We will make sure to get back to you promptly, but within 30 days at most, unless you agree to 
give us more time because your request is complex. If we can’t respond to your request, we will 
explain to you why, and try to find a solution with you. We may need to ask for more personal 
data about you to identify you and confirm your identity. We will not use this Personal Data for 
any other purposes. 

Furthermore, you have the right to challenge our decision or file a complaint with the authorities. 
In Québec, you may contact the Commission d’accès à l’information du Québec. In Canada, you 
may reach out to the Office of the Privacy Commissioner of Canada. 

11. Do we update this Privacy Statement? 

Absolutely! It is important for us to keep you informed about how we process your personal data. 
There are many reasons why we may change this Privacy Statement, such as a legislative change 
or a change in how we collect, use, or disclose your personal data. You can see the latest update 
date at the beginning of this Privacy Statement. We encourage you to review this Statement from 
time to time to ensure you are informed about how we are protecting your personal data. We work 
hard to keep you posted on material changes to this Statement. 

How can you contact us? 

If you have any questions or concerns about our privacy practices or would like to exercise a 
privacy right, you may contact ISAAC’s Privacy Officer at the coordinates indicated at the 
beginning of this Privacy Statement. 


